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*** FIRST MODIFICATION ***
[bookmark: _Toc445203579]5.1.2	X1_2-interface (IRI)
For the activation of IRI the message sent from the ADMF to the DF contains:
-	the target identity;
-	the address(es) for delivery of IRI (= LEMF address);
-	optionally multiple addresses for distributed delivery of IRI to a single LEMF;
-	optionally a primary and failover address(es) for delivery of IRI to either a single LEMF or two different LEMFs for the same LIID.
-	Which subset of information shall be delivered;
-	a DF2 activation identity, which uniquely identifies the activation for DF2 and is used for further interrogation or deactivation, respectively;
-	the IA in case of location dependent interception;
-	interception of international outbound roaming IMS VoIP interception (allowed/not allowed);
-	the warrant reference number if required by national option.
If a target is intercepted for several LEAs and/or several identities simultaneously, a single activation of delivery is necessary for each combination of LEA and identity.


Figure 4: Information flow on X1_2-interface for Lawful Interception activation


*** SECOND MODIFICATION ***

[bookmark: _Toc445203580]5.1.3	X1_3-interface (CC)
For the activation of intercepted Content of Communications the message sent from the ADMF to the Delivery Function contains:
-	the target identity;
-	the address(es) of delivery for CC (= LEMF address);
-	optionally multiple addresses for delivery of CC to a single LEMF;
-	optionally a primary and failover address(es) for delivery of CC to either a single LEMF or two different LEMFs for the same LIID.
-	A DF3 activation identity, which uniquely identifies the activation for DF3 and is used for further interrogation or deactivation, respectively;
-	the IA in case of location dependent interception;
-	interception of international outbound roaming IMS VoIP interception (allowed/not allowed);
-	the warrant reference number if required by national option.
If a target is intercepted by several LEAs and/or several identities simultaneously, a single activation of delivery is necessary for each combination of LEA and identity.


Figure 5: Information flow on X1_3-interface for Lawful Interception activation


*** THIRD MODIFICATION ***

[bookmark: _Toc445203672]7A.9	Constraints for IMS VoIP Roaming Interception
National regulations may limit delivery of communications (CC and communications–associated IRI) of an outbound international roaming target by the HPLMN as described in Clause 5.1.4 of [7].
If roaming interception is allowed, IMS VoIP interception and delivery to the LEMF by the HPLMN shall proceed normally as described elsewhere in this specification when the target is roaming outside the country as well as when the target is within the country.  
If roaming interception is not allowed and it is determined that the target is outside the country, the HPLMN shall act as follows:
The HPLMN shall report IRI and CC for IMS VoIP sessions where the target is not participating in the IMS VoIP services which can be the result of the activation, invocation, or operation of any supplemental services that are performed entirely by the HPLMN.  This can include invocation before an IMS VoIP session, at the beginning of an IMS VoIP session, mid IMS VoIP session, or at the end of an IMS VoIP session.  Examples of such supplemental services include diversion services such as call forwarding (all calls, busy calls, etc.).  Services where the target is still participating in the IMS VoIP session would not be reported (e.g., call hold, conferencing).  

*** END OF MODIFICATIONS ***
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